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This English version of the policy has been reviewed and declared to have the same 
substance as the original Indonesian version. This English version of the policy is 
an attachment and an inseparable part of the original version of the policy. This 

English version of the policy is used as a source of information, socialization, and 
communication with all interested parties in the global scope. 

 

Kebijakan versi Bahasa Inggris ini sudah ditinjau dan dinyatakan memiliki substansi 
yang sama dengan versi asli yang berbahasa Indonesia. Kebijakan versi Bahasa Ingrris 

ini menjadi lampiran dan bagian yang tidak terpisahkan dari kebijakan versi asli. 
Kebijakan versi Bahasa Inggris ini digunakan sebagai sumber informasi, sosialisasi, dan 

komunikasi dengan seluruh pihak yang berkepentingan dalam lingkup global.  

  



 

 

 

INFORMATION SECURITY MANAGEMENT POLICY 

PT PUPUK SRIWIDJAJA PALEMBANG 

 

PT Pupuk Sriwidjaja Palembang as a Company with a vision of "Becoming a Leading Agro-Industry Company in Asia" 
and a mission of "Providing integrated agro-industry products and solutions; Providing added value to stakeholders 
in a sustainable manner; Supporting the achievement of food independence and national prosperity". 

In supporting the implementation of Governance, Risk and Compliance (GRC) and the principles of Good Corporate 
Governance, the Information Technology Work Unit - PT Pupuk Sriwidjaja Palembang is determined to ensure the 
continuity of Information Technology (IT) services and information security and minimize losses from Information 
Technology (IT) services by protecting information from threats to confidentiality, integrity and availability, based on 
the ISO/IEC 27001 standard. The Information Technology Work Unit - PT Pupuk Sriwidjaja Palembang is committed 
to: 

1. Establishing Information Security Management System (ISMS) Policies and Targets that are in line with the 
strategic direction of PT Pupuk Sriwidjaja Palembang to achieve the expected benefits; 

2. Ensure that the requirements of the Information Security Management System (ISMS) are integrated into 
the business processes of the Information Technology Work Unit - PT Pupuk Sriwidjaja Palembang; 

3. Ensure the availability of resources needed for the information security management system; 
4. Communicate the importance of effective information security management and in accordance with the 

requirements of the Information Security Management System (ISMS); 
5. Comply with all applicable regulations and rules including legal obligations to protect all information 

belonging to the Information Technology Work Unit - PT Pupuk Sriwidjaja Palembang; 
1. Provide direction and support to each employee to contribute to the effectiveness of the Information 

Security Management System (ISMS); 
6. Support security awareness programs carried out to all levels of employees and interested parties; 
7. Promote continuous improvement of the Information Security Management System (ISMS); and 
8. Support other relevant management roles to implement IT guidelines in the areas under their responsibility. 

This policy is communicated continuously to all interested parties to be understood and its effectiveness evaluated 
periodically. 
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